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1. Management’s statement 
team.blue Denmark A/S (team.blue Denmark) processes personal data on behalf of customers (data con-
trollers) in accordance with the data processing agreements. 

The accompanying description has been prepared for customers who have used team.blue Denmark’s host-
ing services to customers and who have a sufficient understanding to consider the description along with 
other information, including information about controls operated by the data controllers themselves in as-
sessing whether the requirements of the EU regulation on the ”Protection of natural persons with regard to 
the processing of personal data and on the free movement of such data” and “Lov om supplerende bestem-
melser til forordning om beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger 
og om fri udveksling af sådanne oplysninger” (subsequently “the data protection rules”) have been com-
plied with. 

team.blue Denmark uses the following subprocessors: 

• T1A Enterprise A/S for erasure of data and decommissioning of hardware 

• B4Restore A/S for IBM Spectrum (TSM) backup services 

• inMobile ApS for SMS gateway for multi factor authentication. 

This report uses the carve-out method and does not comprise control objectives and related controls that 
the subprocessors perform for team.blue Denmark. 
 

Some of the control objectives stated in our description in section 3 can only be achieved if the complemen-
tary controls at customers are suitably designed and operating effectively with our controls. This report 
does not comprise the suitability of the design and operating effectiveness of these complementary con-
trols. 

team.blue Denmark confirms that: 

a) The accompanying description in section 3 fairly presents team.blue Denmark’s hosting services to cus-
tomers that have processed personal data for data controllers subject to the data protection rules 
throughout the period from 1 January 2024 to 31 December 2024. The criteria used in making this 
statement were that the accompanying description: 

(i) Presents how team.blue Denmark’s hosting services to customers were designed and implemented, 
including: 

• The types of services provided, including the type of personal data processed; 

• The procedures, within both information technology and manual systems, used to initiate, rec-
ord, process and, if necessary, correct, delete and restrict processing of personal data; 

• The procedures used to ensure that data processing has taken place in accordance with con-
tract, instructions or agreement with the data controller; 

• The procedures ensuring that the persons authorised to process personal data have committed 
to confidentiality or are subject to an appropriate statutory duty of confidentiality; 

• The procedures ensuring upon discontinuation of data processing that, by choice of the data 
controller, all personal data are deleted or returned to the data controller unless retention of 
such personal data is required by law or regulation; 

• The procedures supporting, in the event of breach of personal data security, that the data con-
troller may report this to the supervisory authority and inform the data subjects; 
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• The procedures ensuring appropriate technical and organisational security measures in the 
processing of personal data in consideration of the risks that are presented by personal data 
processing, such as accidental or unlawful destruction, loss, alteration, unauthorised disclosure 
of, or access to, personal data transmitted, stored or otherwise processed; 

• Controls that we, in reference to the scope of team.blue Denmark’s hosting services to custom-
ers, have assumed would be implemented by the data controllers and which, if necessary in or-
der to achieve the control objectives stated in the description, are identified in the description; 

• Other aspects of our control environment, risk assessment process, information system (in-
cluding the related business processes) and communication, control activities and monitoring 
controls that are relevant to the processing of personal data. 

(ii) Includes relevant information about changes in team.blue Denmark’s hosting services to customers 
in the processing of personal data in the period from 1 January 2024 to 31 December 2024; 

(iii) Does not omit or distort information relevant to the scope of team.blue Denmark’s hosting services 
to customers being described for the processing of personal data while acknowledging that the de-
scription is prepared to meet the common needs of a broad range of data controllers and may not, 
therefore, include every aspect of team.blue Denmark’s hosting services to customers that the indi-
vidual data controllers might consider important in their particular circumstances. 

b) The controls related to the control objectives stated in the accompanying description were suitably de-
signed and operated effectively throughout the period from 1 January 2024 to 31 December 2024. The 
criteria used in making this statement were that: 

(i) The risks that threatened achievement of the control objectives stated in the description were iden-
tified; 

(ii) The identified controls would, if operated as described, provide reasonable assurance that those 
risks did not prevent the stated control objectives from being achieved; and 

(iii) The controls were consistently applied as designed, including that manual controls were applied by 
persons who have the appropriate competence and authority, throughout the period from 1 Janu-
ary 2024 to 31 December 2024. 

c) Appropriate technical and organisational measures were established and maintained to comply with the 
agreements with the data controllers, sound data processing practices and relevant requirements for 
data processors in accordance with the data protection rules. 

 

Skanderborg, 5 March 2025 
team.blue Denmark A/S 
 
 
 
Lotte Bendstrup 
MD 
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2.  Independent auditor’s report 
Independent auditor’s ISAE 3000 assurance report on information security and measures 
for the period from 1 January 2024 to 31 December 2024 pursuant to the data processing 
agreement with customers 

To: team.blue Denmark A/S (team.blue Denmark) and customers (data controllers) 

Scope 

We have been engaged to provide assurance about team.blue Denmark’s description in section 3 of 
team.blue Denmark’s hosting services to customers in accordance with the data processing agreement with 
customers throughout the period from 1 January 2024 to 31 December 2024 (the description) and about 
the design and operating effectiveness of controls related to the control objectives stated in the description. 

Our report covers whether team.blue Denmark has designed and effectively operated suitable controls re-
lated to the control objectives stated in section 4. The report does not include an assessment of team.blue 
Denmark’s general compliance with the requirements of the EU regulation on the ”Protection of natural 
persons with regard to the processing of personal data and on the free movement of such data” and “Lov 
om supplerende bestemmelser til forordning om beskyttelse af fysiske personer i forbindelse med behan-
dling af personoplysninger og om fri udveksling af sådanne oplysninger” (subsequently “the data protec-
tion rules”). 

team.blue Denmark uses the following subprocessors: 

• T1A Enterprise A/S for erasure of data and decommissioning of hardware 

• B4Restore A/S for IBM Spectrum (TSM) backup services 

• inMobile ApS for SMS gateway for multi factor authentication.  

This report uses the carve-out method and does not comprise control objectives and related controls that 
the subprocessors perform for team.blue Denmark. 

Some of the control objectives stated in team.blue Denmark’s description in section 3 can only be achieved 
if the complementary controls at customers are suitably designed and operating effectively with team.blue 
Denmark’s controls. This report does not comprise the suitability of the design and operating effectiveness 
of these complementary controls. 

We express reasonable assurance in our conclusion. 

team.blue Denmark’s responsibilities 

team.blue Denmark is responsible for: preparing the description and accompanying statement in section 1, 
including the completeness, accuracy and method of presentation of the description and statement; provid-
ing the services covered by the description; stating the control objectives and designing and effectively op-
erating controls to achieve the stated control objectives.

Auditor’s independence and quality control 
We have complied with the independence and other ethical requirements in the International Ethics Stand-
ards Board for Accountants’ International Code of Ethics for Professional Accountants (IESBA Code), 
which is founded on fundamental principles of integrity, objectivity, professional competence and due care, 
confidentiality and professional conduct, as well as ethical requirements applicable in Denmark. 

Our firm applies International Standard on Quality Management 1, ISQM 1, which requires the firm to de-
sign, implement and operate a system of quality management, including policies or procedures regarding 
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compliance with ethical requirements, professional standards and applicable legal and regulatory require-
ments. 

Auditor’s responsibilities 

Our responsibility is to express an opinion on team.blue Denmark’s description and on the design and op-
erating effectiveness of controls related to the control objectives stated in that description, based on our 
procedures. 

We conducted our engagement in accordance with ISAE 3000 (revised), “Assurance engagements other 
than audits or reviews of historical financial information”, and additional requirements applicable in Den-
mark to obtain reasonable assurance about whether, in all material respects, the description is fairly pre-
sented, and the controls are suitably designed and operating effectively. 

An assurance engagement to report on the description, design and operating effectiveness of controls at a 
data processor involves performing procedures to obtain evidence about the disclosures in the data proces-
sor’s description of its hosting services to customers and about the design and operating effectiveness of 
controls. The procedures selected depend on the auditor’s judgement, including the assessment of the risks 
that the description is not fairly presented, and that controls are not suitably designed or operating effec-
tively. Our procedures included testing the operating effectiveness of those controls that we consider neces-
sary to provide reasonable assurance that the control objectives stated in the description were achieved. An 
assurance engagement of this type also includes evaluating the overall presentation of the description, the 
suitability of the objectives stated therein and the suitability of the criteria specified by the data processor 
and described in the Management’s statement section.  

We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our opin-
ion. 

Limitations of controls at a data processor 

team.blue Denmark’s description is prepared to meet the common needs of a broad range of data control-
lers and may not, therefore, include every aspect of its hosting services to customers that the individual 
data controllers may consider important in their particular circumstances. Also, because of their nature, 
controls at a data processor may not prevent or detect all personal data breaches. Furthermore, the projec-
tion of any evaluation of the operating effectiveness to future periods is subject to the risk that controls at a 
data processor may become inadequate or fail. 

Opinion 

Our opinion has been formed on the basis of the matters outlined in this auditor’s report. The criteria we 
used in forming our opinion are those described in the Management’s statement section. In our opinion, in 
all material respects: 

a) The description fairly presents team.blue Denmark’s hosting services to customers as designed and 
implemented throughout the period from 1 January 2024 to 31 December 2024; 

b) The controls related to the control objectives stated in the description were suitably designed through-
out the period from 1 January 2024 to 31 December 2024; and 

c) The controls tested, which were those necessary to provide reasonable assurance that the control ob-
jectives stated in the description were achieved, operated effectively throughout the period from 1 Jan-
uary 2024 to 31 December 2024. 

Description of test of controls 

The specific controls tested and the nature, timing and results of those tests are listed in section 4. 
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Intended users and purpose 

This report and the description of tests of controls in section 4 are intended only for data controllers who 
have used team.blue Denmark’s hosting services to customers and who have a sufficient understanding to 
consider it, along with other information, including information about controls operated by the data con-
trollers themselves, in assessing whether the requirements of the data protection rules have been complied 
with. 

 
Aarhus, 5 March 2025 
PricewaterhouseCoopers 
Statsautoriseret Revisionspartnerselskab 
CVR no. 33 77 12 31 
 
 
 
Jesper Parsberg Madsen Rico Lundager 
State-Authorised Public Accountant Senior Manager 
mne26801  
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3. Description of processing 

3.1. Introduction 
As part of the services provided to the data controller and during the term of the concluded data processing 
agreement, the data processor will process personal data on behalf of the data controller for the purpose of 
storing the personal data.  

As a hosting company, team.blue Denmark hosts many customers' technical platforms (services) as agreed 
in hosting agreements and concluded terms and conditions. The services are hosted on team.blue Den-
mark’s servers, which are located at physical data centres. team.blue Denmark offers its customers tech-
nical platforms that enable customers to store their data. team.blue Denmark operates the servers on which 
the data is stored, which includes provision of technical assistance and carrying out maintenance work.  

3.2. Nature of processing 
The data processor’s processing of personal data on behalf of the data controller primarily concerns storing 
of personal data. As a natural part of providing the services, team.blue Denmark will also carry out deletion 
of data in accordance with instructions from the data controller and the data processing agreement.   

team.blue Denmark is in no way dependent on the customer to provide or store personal data on their ser-
vices in order to provide the services.   

When carrying out our data processing activities we comply with the following:   

• Personal data is processed based on instructions from the data controller.   

• The data controller is informed if an instruction, in our opinion, infringes the regulation or other 
European Union or member state data protection provisions.   

• Organisational measures are implemented to safeguard the security of processing, such as manage-
ment reviews and approvals, screenings procedures, employee confidentiality requirements, 
awareness training and access controls.   

• Personal data is stored and deleted in accordance with the data processing agreement with the data 
controller.  

• The data controller is informed of the locations at which the data processing is taking place.   

• No current transfer of personal data to third countries is taking place. Such transfers can only be 

carried out according to instructions from the data controller.   

• Subprocessors are only being used based on a general approval from the data controller and upon 
prior notification of the use of a new subprocessor.   

• Assistance is provided to the data controller to comply with data subject’s rights.   

• If any personal data breach occurs, we will inform the data controller of it without undue delay and 
provide relevant information about the incident.   

3.3. Personal data 
team.blue Denmark makes its services available to the controller, and the data controller is thus able to 
store personal data using the services. As team.blue Denmark has no control or knowledge of the types of 
personal data stored by the data controller, the responsibility to define and specify the personal data and 
data subjects will lie with the data controller. 
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To provide the data controller with a starting point, the data processing agreement will include the follow-
ing listings in Appendix A: 

REGULAR PERSONAL 
INFORMATION 

 
PERSONAL DATA 

SPECIFICALLY REGULATED 
IN 

DATABESKYTTELSESLOVEN 
 

SPECIAL CATEGORIES 
OF PERSONAL 
INFORMATION 

Any other kind of personal infor-
mation that is not special categories 
of personal information 

Information about criminal of-
fences  
 
CPR number 

Racial or ethnic origin 
 
Political, religious or philo-
sophical beliefs 
 
Trade union membership 
 
Data concerning health 
 
Information revealing sex life 
or sexual orientation 
 
Genetic and biometric data 

 

To provide the data controller with a starting point, categories of data subjects falling within the data pro-
cessing agreement are set out to be: 

Classifications of data subjects whom the personal information pertains to may, for example, be users, em-
ployees, applicants, candidates, customers, consumers, patients or similar individuals.  

3.4. Practical measures 
The established information security management systems we follow are essential for the processing of 
personal data controls in the ISMS, as well as other security measures, and will be covered by our ISAE 
3402 auditor’s report and ISO 27001 audits.   

These measures are implemented and based on a risk assessment, recognised standards, including ISO 
27001, and general guidelines of the data protection regulation. All employees have been made aware of 
team.blue Denmark’s policies and guidelines, including information security and data security policies, and 
they are continuously trained throughout their employment.   

3.5. Security of processing 
Organisation of security   

We have established an industry-leading information security programme (ISMS) that gives our customers 
the best protection and highest degree of confidence. The programme follows the ISO 27001 security stand-
ard, which we have been certified for since 2015.  

Policies, procedures and standards   

We have defined a set of policies, procedures and standards for how we operate in the company and take 
the best care of your data. The documents are regularly updated in line with changes to our risk assess-
ment. In this way we ensure that we always prioritise our efforts where they are needed the most.   
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Employee security   

All employees and consultants with access to systems and facilities are subject to our security policies. Eve-
ryone undergoes security awareness training where they are presented with all relevant and current privacy 
and security topics. This occurs both upon commencement and continuously throughout their employ-
ment. The purpose is to equip employees so they can cope with actual threats against company and cus-
tomer data.  

To boost the overall level of the industry and to maintain own competences, our employees participate ac-
tively in communities and exchange of experience groups. We encourage our employees to constantly stay 
abreast of the latest developments and to acquire the highest certifications within security, networks, etc.  

Dedicated security and personal data competences   

Our security manager is responsible for implementing and maintaining our information security pro-
gramme. Our internal auditor regularly reviews our security setup and reports directly to Management. Fi-
nally, we have internal, legal competences within personal data, ensuring that personal data is processed 
according to the applicable rules both within the company and on behalf of our customers.   

Operational security   

Our security environment is divided into several layers:  

• Physical security – Our data centres are state of the art, and our data centre provider is responsible 
for the physical environment, such as power, cooling, fire suppression and access control, and we 
carry out stringent checks to ensure that our sub-contractors always comply with the applicable 
security regulations for this field.   

• Network – Our network is segmented, so customers are protected from each other and from 
threats that move across the network. Firewalls restrict attacks on customers’ environments, and 
DDoS protection limits the impact a potential attack might have on the servers. Advanced network 
inspection detects patterns and attack attempts from known malicious IP addresses and alerts our 
operations department, if necessary.   

• Logical access – We only assign rights to employees who need them, and we evaluate them regu-
larly. Only specially privileged employees have authority to manage the internal systems.   

• Monitoring – We monitor our infrastructure and relevant services around the clock. All deviations 
are registered in our incident management system. In addition to monitoring, we have assigned a 
24/7 on-call service.  

• Logging – We log all access to management and customer environments. In this way, we ensure 
integrity and traceability and can correlate incidents. Our central log platform ensures that we can 
correlate logs from many sources.   

• Backup – We perform backup based on the individual agreement with the customer or the agreed 
SLA. Backup data is always stored on another site than the production data, so a copy is always 
available in case of a critical failure.   

• Anti-virus – Next-generation anti-virus software has been deployed on internal workstations. The 
next-gen anti-virus is designed to detect threats by detecting and preventing malicious behaviour. 
As a customer it is your responsibility to deploy anti-virus software in your own environment, 
which is key to protecting you from malicious behaviour.  

• Business continuity and disaster recovery – Business continuity is about being prepared for inci-
dents that may have a critical or disastrous impact on operations. Therefore, we have contingency 
plans which determine our procedures, routines and roles in the event of a disaster. Employees are 
trained for such an emergency several times a year.   
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In case of a security incident, an incident management plan and contingency plan have been prepared. All 
stakeholders and teams involved have been informed of their role if an incident that requires activation of 
the contingency plan should occur. The contingency plan is approved by the Security Board on an annual 
basis, and annual tests of the contingency plan are carried out.  

3.6. Risk assessment 
The entire operation of team.blue Denmark is at all levels governed and driven by necessary risk assess-
ments, which are carried out on a smaller scale on a daily basis and also materialise in important overall 
assessments and positions on our level of security. Our risk assessment procedure consists of:  

• Identification and mapping of all of the risks involved in the processing and a classification of such 
risks   

• Assessment of what constitutes appropriate technical and organisational measures to ensure com-
pliance with the Regulation and the documentability thereof.  

Risk management is implemented in team.blue Denmark as an integral part of team.blue Denmark’s pro-
cesses. A risk register is continuously maintained throughout the year, containing the most significant risks 
to team.blue Denmark’s operation of services. Risk treatment plans are defined and tracked for risks that 
fall outside our risk acceptance criteria. The risk register is reviewed at least annually and approved by the 
Security Board.  

Based on the risk assessment, information security and data security policies and measures are prepared 
and implemented.  

3.7. Control measures 
A description of the control measures initiated and implemented by the data processor to measure and test 
the effectiveness of the management system has been established for information security and for pro-
cessing personal data as well as performance measurement thereof.  

Also refer to section 4 for a description of the specific control activities:  

• Data processing agreements and instructions 
• Information security policies 
• Organisational measures 
• Data storage and deletion 
• System and application access control 
• Supplier service delivery management and use of subprocessors 
• Incident management in case of a personal data breach. 

 
The following have been prepared: 

• Risk assessments of processing activities 
• Information security and data security policies 
• Awareness training of employees in protection of personal data and IT security 
• Supplier management and use of subprocessors 
• Information security aspects of business continuity management 
• Annual cycle of periodic controls related to organisational and technical measures. 

 
Section 4 includes the controls that are relevant to the services, which is why the following controls have 
been omitted: B.10, B.11, B.12, B.14, G.1, G.2 and G.3 

3.8. Subprocessors 
team.blue Denmark uses the following subprocessors: 
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• T1A Enterprise A/S for erasure of data and decommissioning of hardware 

• B4Restore A/S for IBM Spectrum (TSM) backup services 

• inMobile ApS for SMS gateway for multi-factor authentication. 
 

3.9. Changes to team.blue Denmark's system during the 
period 

During the reporting period, there were no changes to the design or operation of our system that would 
materially affect the suitability of the design and operating effectiveness of the controls in place to meet the 
stated control objectives.  

3.10. Complementary controls at the data controllers 
The data controllers have the following obligations: 

• To define, establish and inform the data processor of the types of personal data and categories of 
personal data being processed on behalf of the controller 

• To ensure the legality of instructions under the regulations in force at any time under privacy law 
• To ensure that instructions are appropriate with respect to this data processing agreement and the 

principal service 
• To ensure deletion routines. 
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4. Control objectives, control activity, tests and test re-
sults 

Control objective A: 

Procedures and controls are complied with to ensure that instructions for the processing of personal data are complied with in accordance with the data 
processing agreement entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

A.1 team.blue Denmark’s standard processing agree-
ment is applicable to customers storing personal 
data on team.blue Denmark’s servers by using 
services provided by team.blue Denmark. 

Written procedures and the standard data pro-
cessing agreement require that personal data 
must only be processed when instructions to this 
effect are available.   

Assessments are made on a regular basis as to 
whether the data processing agreement should be 
updated. 

Checked by way of inspection that formalised proce-
dures are in place to ensure that personal data are 
only processed according to instructions. 

Checked by way of inspection that the procedures in-
clude a requirement to assess at least once a year the 
need for updates, including in case of changes in the 
data controller’s instructions or changes in the data 
processing. 

Checked by way of inspection that procedures are up 
to date. 

No exceptions noted. 

A.2 The standard data processing agreement applica-
ble to customers and team.blue Denmark states 
that personal data shall only be processed on the 
basis of instructions from the data controller. 

Checked by way of inspection that Management en-
sures that personal data are only processed according 
to instructions. 

Checked by way of inspection of a sample of personal 
data processing operations that these are conducted 
consistently with instructions. 

No exceptions noted. 
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Control objective A: 

Procedures and controls are complied with to ensure that instructions for the processing of personal data are complied with in accordance with the data 
processing agreement entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

A.3 team.blue Denmark immediately informs the 
data controller if an instruction, in the data pro-
cessor’s opinion, infringes the Regulation or 
other European Union or member state data pro-
tection provisions. 

Checked by way of inspection that formalised proce-
dures are in place ensuring verification that personal 
data are not processed against the Data Protection 
Regulation or other legislation. 

Checked by way of inspection that procedures are in 
place for informing the data controller of cases where 
the processing of personal data is considered to be 
against legislation.  

Checked by way of inspection that the data controller 
was informed in cases where the processing of per-
sonal data was evaluated to be against legislation. 

No exceptions noted. 
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Control objective B:  

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.1 Written procedures exist which include a require-
ment that agreed safeguards are established for 
the processing of personal data in accordance 
with the agreement with the data controller. 

Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce-
dures are in place to ensure establishment of the secu-
rity measures agreed. 

Checked by way of inspection that procedures are up 
to date. 

Checked by way of inspection of a sample of data pro-
cessing agreements that the security measures agreed 
have been established. 

No exceptions noted. 

B.2 team.blue has performed a risk assessment and, 
based on this, implemented the technical 
measures considered relevant to achieve an ap-
propriate level of security, including establish-
ment of the safeguards agreed with the data con-
troller. 

Checked by way of inspection that formalised proce-
dures are in place to ensure that the data processor 
performs a risk assessment to achieve an appropriate 
level of security. 

Checked by way of inspection that the risk assessment 
performed is up to date and comprises the current 
processing of personal data. 

Checked by way of inspection that the data processor 
has implemented the technical measures ensuring an 
appropriate level of security consistent with the risk 
assessment. 

Checked by way of inspection that the data processor 
has implemented the security measures agreed with 
the data controller. 

No exceptions noted. 

B.3 For the clients used in the processing of personal 
data, anti-virus software has been installed that is 
updated on a regular basis. 

Checked by way of inspection that antivirus software 
has been installed for the systems and databases used 
in the processing of personal data. 

Checked by way of inspection that antivirus software 
is up to date. 

No exceptions noted. 
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Control objective B:  

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.4 External access to systems and databases used in 
the processing of personal data takes place 
through a secured firewall. 

Checked by way of inspection that external access to 
systems and databases used in the processing of per-
sonal data takes place only through a secured firewall. 

Checked by way of inspection that the firewall has 
been configured in accordance with the relevant inter-
nal policy. 

No exceptions noted. 

B.5 Internal networks have been segmented to ensure 
restricted access to systems and databases used 
in the processing of personal data. 

 

Inquired whether internal networks have been seg-
mented to ensure restricted access to systems and da-
tabases used in the processing of personal data. 

Inspected network diagrams and other network docu-
mentation to ensure appropriate segmentation. 

No exceptions noted. 

B.6 Access to personal data is isolated to users with a 
work-related need for such access. 

Checked by way of inspection that formalised proce-
dures are in place for restricting users’ access to per-
sonal data. 

Checked by way of inspection that formalised proce-
dures are in place for following up on users’ access to 
personal data being consistent with their work-related 
need. 

Checked by way of inspection that the technical 
measures agreed support retaining the restriction in 
users’ work-related access to personal data. 

Checked by way of inspection of a sample of users’ ac-
cess to systems and databases that such access is re-
stricted to the employees’ work-related need. 

No exceptions noted. 
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Control objective B:  

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.7 All servers are automatically monitored for avail-
ability via the central monitoring tool. 

Alerts are pushed to the monitoring screens 
placed in the operations department. 

Checked by way of inspection that system monitoring 
with an alarm feature has been established for sys-
tems and databases used in the processing of personal 
data. 

Checked by way of inspection that, in a sample of 
alarms, these were followed up on and that the data 
controllers were informed thereof as appropriate. 

No exceptions noted. 

B.8 Effective encryption is applied when team.blue 
Denmark transmits confidential and sensitive 
personal data through the internet or by email in-
ternally. Data encryption on the service is the re-
sponsibility of the customers. 

Checked by way of inspection that formalised proce-
dures are in place to ensure that transmissions of sen-
sitive and confidential data through the internet are 
protected by powerful encryption based on a recog-
nised algorithm. 

Checked by way of inspection that technological en-
cryption solutions have been available and active 
throughout the assurance period. 

Checked by way of inspection that encryption is ap-
plied when transmitting confidential and sensitive 
personal data through the internet or by email. 

Inquired whether any unencrypted transmission of 
sensitive and confidential personal data has taken 
place during the assurance period and whether the 
data controllers have been appropriately informed 
thereof. 

No exceptions noted. 
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Control objective B:  

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.9 Event logging 

Event logging is configured for team.blue Den-
mark’s critical, central systems. 
Protection of log information 

team.blue Denmark’s central critical logs are 
stored at an external party and cannot be altered. 

Administrator and operator logs 

System administrator and system operator activi-
ties shall be logged in the Operations Manage-
ment System. 

Checked by way of inspection that formalised proce-
dures are in place for setting up logging of user activi-
ties in systems, databases or networks that are used to 
process and transmit personal data, including review 
of and follow-up on logs. 

Checked by way of inspection that logging of user ac-
tivities in systems, databases or networks that are 
used to process or transmit personal data has been 
configured and activated. 

Checked by way of inspection that user activity data 
collected in logs are protected against manipulation or 
deletion. 

Checked by way of inspection of a sample of logging 
that the content of log files is as expected compared to 
the set-up and that documentation confirms the fol-
low-up performed and the response to any security in-
cidents. 

Checked by way of inspection of a sample of logging 
that documentation confirms the follow-up performed 
on activities carried out by system administrators and 
others holding special rights. 

No exceptions noted. 
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Control objective B:  

Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.13 A formalised procedure is in place for granting 
and removing privileged users’ access to personal 
data. Privileged users’ access is reconsidered on a 
regular basis, including the continued justifica-
tion of rights by a work-related need. 

Checked by way of inspection that formalised proce-
dures are in place for granting and removing users’ ac-
cess to systems and databases used for processing per-
sonal data. 

Checked by way of inspection of a sample of employ-
ees’ access to systems and databases that the user ac-
cesses granted have been authorised and that a work-
related need exists. 

Checked by way of inspection of a sample of resigned 
or dismissed employees that their access to systems 
and databases was deactivated or removed in a timely 
manner. 

Checked by way of inspection that documentation 
states that user accesses granted are evaluated and au-
thorised on a regular basis – and at least once a year. 

No exceptions noted. 

B.15 Physical access safeguards have been established 
so as to only permit physical access by authorised 
persons to premises and data centres at which 
personal data is stored and processed. 

 

Checked by way of inspection that formalised proce-
dures are in place to ensure that only authorised per-
sons can gain physical access to premises and data 
centres at which personal data are stored and pro-
cessed. 

Checked by way of inspection of documentation that, 
throughout the assurance period, only authorised per-
sons have had physical access to premises and data 
centres at which personal data are stored and pro-
cessed. 

No exceptions noted. 
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Control objective C: 

Procedures and controls are complied with to ensure that the data processor has implemented organisational measures to safeguard relevant security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

C.1 Management of team.blue Denmark has ap-
proved a written information security policy that 
has been communicated to all relevant stakehold-
ers, including team.blue Denmark’s employees. 
The IT security policy is based on the risk assess-
ment performed. 

Assessments are made on a regular basis as to 
whether the IT security policy should be updated. 

Checked by way of inspection that an information se-
curity policy exists that Management has considered 
and approved within the past year. 

Checked by way of inspection of documentation that 
the information security policy has been communi-
cated to relevant stakeholders, including the data pro-
cessor’s employees.  

No exceptions noted. 

C.2  Management of team.blue Denmark has checked 
that the information security policy does not con-
flict with the applicable data processing agree-
ment. 

Inspected documentation of Management’s assess-
ment that the information security policy generally 
meets the requirements for security measures and the 
security of processing in the data processing agree-
ments entered into. 

Checked by way of inspection of a sample of data pro-
cessing agreements that the requirements in these 
agreements are covered by the requirements of the in-
formation security policy for security measures and 
security of processing. 

No exceptions noted. 

C.3 The employees of team.blue Denmark are 
screened as part of the employment process. Such 
screening comprises, as relevant: 

• References from former employers 

• Certificates of criminal record. 

Checked by way of inspection that formalised proce-
dures are in place to ensure screening of the data pro-
cessor’s employees as part of the employment process.  
Checked by way of inspection of a sample of data pro-
cessing agreements that the requirements therein for 
screening employees are covered by the data proces-
sor’s screening procedures. 
Checked by way of inspection of employees appointed 
during the assurance period that documentation 
states that the screening has comprised, as relevant: 

• References from former employers 

• Certificates of criminal record. 

No exceptions noted. 
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Control objective C: 

Procedures and controls are complied with to ensure that the data processor has implemented organisational measures to safeguard relevant security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

C.4 Upon appointment, employees sign a confidenti-
ality agreement included in the employment con-
tract. In addition, the employees are introduced 
to the information security policy and procedures 
for data processing as well as any other relevant 
information regarding the employees’ processing 
of personal data. 

Checked by way of inspection of employees appointed 
during the assurance period that the relevant employ-
ees have signed a confidentiality agreement. 

Checked by way of inspection of employees appointed 
during the assurance period that the relevant employ-
ees have been introduced to: 

• The information security policy 

• Procedures for processing data and other rele-
vant information. 

No exceptions noted. 

C.5 For resignations or dismissals, team.blue Den-
mark has implemented a process to ensure that 
users’ rights are deactivated or terminated, in-
cluding that assets are returned. 

Inspected procedures ensuring that resigned or dis-
missed employees’ rights are deactivated or termi-
nated upon resignation or dismissal and that assets 
such as access cards, computers, mobile phones, etc. 
are returned. 

Checked by way of inspection of employees resigned 
or dismissed during the assurance period that rights 
have been deactivated or terminated and that assets 
have been returned.  

No exceptions noted. 

C.6 Upon resignation or dismissal, employees are in-
formed that the confidentiality agreement signed 
remains valid and that they are subject to a gen-
eral duty of confidentiality in relation to the pro-
cessing of personal data performed by the data 
processor for the data controllers. 

Checked by way of inspection that formalised proce-
dures are in place to ensure that resigned or dismissed 
employees are made aware of the continued validity of 
the confidentiality agreement and the general duty of 
confidentiality. 

Checked by way of inspection of employees resigned 
or dismissed during the assurance period that docu-
mentation confirms the continued validity of the con-
fidentiality agreement and the general duty of confi-
dentiality. 

No exceptions noted. 
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Control objective C: 

Procedures and controls are complied with to ensure that the data processor has implemented organisational measures to safeguard relevant security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

C.7 Awareness training is provided to team.blue Den-
mark’s employees on a regular basis with respect 
to general IT security and security of processing 
related to personal data. 

Checked by way of inspection that the data processor 
provides awareness training to the employees cover-
ing general IT security and security of processing re-
lated to personal data. 

Inspected documentation stating that all employees 
who have either access to or process personal data 
have completed the awareness training provided. 

No exceptions noted. 
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Control objective D:  

Procedures and controls are complied with to ensure that personal data can be deleted or returned if arrangements are made with the data controller to 
this effect. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

D.1 Written procedures exist which include a require-
ment that personal data must be stored and de-
leted in accordance with the agreement with the 
data controller. 

Assessments are made on an annual basis as to 
whether the procedures should be updated. 

Checked by way of inspection that formalised proce-
dures are in place for storing and deleting personal 
data in accordance with the agreement with the data 
controller. 

Checked by way of inspection that procedures are up 
to date.  

No exceptions noted. 

D.2 Enforcement of storage periods and deletion rou-
tines is solely the responsibility of the data con-
troller. When the data controller deletes its data, 
it will be deleted on the platform as well. 

Checked by way of inspection that the existing proce-
dures for storage and deletion include specific re-
quirements for the data processor’s storage periods 
and deletion routines. 

Checked by way of inspection of a sample of data pro-
cessing sessions from the data processor’s list of pro-
cessing activities that documentation states that per-
sonal data are stored in accordance with the agreed 
storage periods. 

Checked by way of inspection of a sample of data pro-
cessing sessions from the data processor’s list of pro-
cessing activities that documentation states that per-
sonal data are deleted in accordance with the agreed 
deletion routines. 

No exceptions noted. 

D.3 Upon termination of the processing of personal 
data for the data controller, data have, in accord-
ance with the agreement with the data controller, 
been: 

• Returned to the data controller; and/or 

• Deleted in accordance with the deletion pro-
cedures for the given service. 

Checked by way of inspection that formalised proce-
dures are in place for processing the data controller’s 
data upon termination of the processing of personal 
data. 

Checked by way of inspection of terminated data pro-
cessing sessions during the assurance period that doc-
umentation states that the agreed deletion or return of 
data has taken place. 

No exceptions noted. 
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Control objective E:  

Procedures and controls are complied with to ensure that the data processor will only store personal data in accordance with the agreement with the 
data controller. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

E.1 Written procedures exist which include a require-
ment that personal data must only be stored in 
accordance with the agreement with the data con-
troller. 

Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

 

Checked by way of inspection that formalised proce-
dures are in place for only storing and processing per-
sonal data in accordance with the data processing 
agreements. 

Checked by way of inspection that procedures are up 
to date. 

Checked by way of inspection of a sample of data pro-
cessing sessions from the data processor’s list of pro-
cessing activities that documentation states that data 
processing takes place in accordance with the data 
processing agreement. 

No exceptions noted. 

E.2 team.blue Denmark will inform the data control-
ler of the localities, countries or regions in which 
the processing and storage by team.blue Den-
mark takes place. 

 

Checked by way of inspection that the data processor 
has a complete and updated list of processing activi-
ties stating localities, countries or regions. 

Checked by way of inspection of a sample of data pro-
cessing sessions from the data processor’s list of pro-
cessing activities that documentation states that the 
processing of data, including the storage of personal 
data, takes place only in the localities stated in the 
data processing agreement – or otherwise as approved 
by the data controller. 

No exceptions noted. 
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Control objective F:  

Procedures and controls are complied with to ensure that only approved subprocessors are used and that, when following up on such processors' tech-
nical and organisational measures to protect the rights of data subjects and the processing of personal data, the data processor ensures adequate security 
of processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

F.1 Written procedures for supplier management ex-
ist which include requirements for the data pro-
cessor when using subprocessors, including re-
quirements for subprocessing agreements and in-
structions.  

Assessments are made on a regular basis as to 
whether the procedures should be updated. 

Checked by way of inspection that formalised proce-
dures are in place for using subprocessors, including 
requirements for subprocessing agreements and in-
structions. 

Checked by way of inspection that procedures are up 
to date. 

No exceptions noted. 

F.2 The data processor only uses sub-data processors 
to process personal data that have been specifi-
cally or generally approved by the data controller. 

Checked by way of inspection that the data processor 
has a complete and updated list of subprocessors 
used.  

Checked by way of inspection of a sample of subpro-
cessors from the data processor’s list of subprocessors 
that documentation states that the processing of data 
by the subprocessor follows from the data processing 
agreements – or otherwise as approved by the data 
controller. 

No exceptions noted. 

F.3 When changing the generally approved subpro-
cessors used, the data controller is informed in 
time to enable such controller to raise objections 
and/or withdraw data from its services When 
changing the specially approved sub-data proces-
sors used, this has been approved by the data 
controller. 

Checked by way of inspection that formalised proce-
dures are in place for informing the data controller 
when changing the subprocessors used. 

Inspected documentation stating that the data con-
troller was informed when changing the subproces-
sors used throughout the assurance period. 

No exceptions noted. 
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Control objective F:  

Procedures and controls are complied with to ensure that only approved subprocessors are used and that, when following up on such processors' tech-
nical and organisational measures to protect the rights of data subjects and the processing of personal data, the data processor ensures adequate security 
of processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

F.4 team.blue Denmark has subjected the subproces-
sor to the same data protection obligations as 
those provided in the data processing agreement 
or similar document with the data controller. 

 

Checked by way of inspection for existence of signed 
subprocessing agreements with subprocessors used, 
which are stated on the data processor’s list. 
Checked by way of inspection of a sample of subpro-
cessing agreements that they include the same re-
quirements and obligations as are stipulated in the 
data processing agreements between the data control-
lers and the data processor. 

No exceptions noted. 

F.5 team.blue Denmark has a list of approved sub-
data processors disclosing: 

• Name 

• Business registration no. 

• Address 

• Description of the processing. 

Checked by way of inspection that the data processor 
has a complete and updated list of subprocessors used 
and approved. 

Checked by way of inspection that, as a minimum, the 
list includes the required details about each subpro-
cessor. 

No exceptions noted. 
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Control objective F:  

Procedures and controls are complied with to ensure that only approved subprocessors are used and that, when following up on such processors' tech-
nical and organisational measures to protect the rights of data subjects and the processing of personal data, the data processor ensures adequate security 
of processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

F.6 team.blue Denmark’s supplier management pro-
gramme includes regularly following up on sub-
processors through meetings, inspections, re-
views of auditor's reports or similar activities. 

 

Checked by way of inspection that formalised proce-
dures are in place for following up on processing ac-
tivities at subprocessors and compliance with the sub-
processing agreements. 

Checked by way of inspection of documentation that 
each subprocessor and the current processing activity 
at such processor are subjected to risk assessment. 

Checked by way of inspection of documentation that 
technical and organisational measures, security of 
processing at the subprocessors used, third countries’ 
bases of transfer and similar matters are appropriately 
followed up on. 

Checked by way of inspection of documentation that 
information on the follow-up at subprocessors is com-
municated to the data controller so that such control-
ler may plan an inspection.  

No exceptions noted. 
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Control objective H:  

Procedures and controls are complied with to ensure that the data processor can assist the data controller in handing out, correcting, deleting or restrict-
ing information on the processing of personal data to the data subject. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

H.1 The standard data processing agreement includes 
a requirement that the data processor must assist 
the data controller in relation to the rights of data 
subjects. 

Assessments are made on a regular basis as to 
whether the procedures should be updated. 

Checked by way of inspection that formalised proce-
dures are in place for the data processor’s assistance 
to the data controller in relation to the rights of data 
subjects.  

Checked by way of inspection that procedures are up 
to date. 

No exceptions noted. 

H.2 team.blue Denmark has established procedures, 
in so far as this was agreed, that enable timely as-
sistance to the data controller in handing out, 
correcting, deleting or providing information 
about the processing of personal data to data sub-
jects, or restricting the processing of personal 
data. 

Checked by way of inspection that the procedures in 
place for assisting the data controller include detailed 
procedures for: 

• Handing out data 

• Correcting data 

• Deleting data 

• Restricting the processing of personal data  

• Providing information about the processing of 
personal data to data subjects. 

Checked by way of inspection of documentation that 
the systems and databases used support the perfor-
mance of the relevant detailed procedures. 

No exceptions noted. 
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Control objective I:  

Procedures and controls are complied with to ensure that any personal data breaches may be responded to in accordance with the data processing agree-
ment entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

I.1 Written procedures exist which include a require-
ment that the data processor must inform the 
data controllers in the event of any personal data 
breaches.  

Assessments are made on a regular basis as to 
whether the procedures should be updated. 

Checked by way of inspection that formalised proce-
dures are in place which include a requirement to in-
form the data controllers in the event of any personal 
data breaches. 

Checked by way of inspection that procedures are up 
to date. 

No exceptions noted. 

I.2 team.blue Denmark has established the following 
controls to identify any personal data breaches: 

• Awareness of employees 

• Monitoring of systems, network traffic and 
malicious behaviour 

• Logging access to systems which enable us 
to correlate logs in the event of an incident. 

Checked by way of inspection that the data processor 
provides awareness training to the employees in iden-
tifying any personal data breaches. 

Checked by way of inspection of documentation that 
network traffic is monitored and that anomalies, mon-
itoring alarms, large file transfers, etc. are followed up 
on. 

Checked by way of inspection of documentation that 
logging of access to personal data, including follow-up 
on repeated attempts to gain access, is followed up on 
in a timely manner. 

No exceptions noted. 
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Control objective I:  

Procedures and controls are complied with to ensure that any personal data breaches may be responded to in accordance with the data processing agree-
ment entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

I.3 If any personal data breach occurs team.blue 
Denmark will inform the data controller without 
undue delay after having become aware of such 
personal data breach at the data processor or a 
subprocessor. 

Checked by way of inspection that the data processor 
has a list of security incidents disclosing whether the 
individual incidents involved a personal data breach. 

Made inquiries of the subprocessors as to whether 
they have identified any personal data breaches 
throughout the assurance period. 

Checked by way of inspection that the data processor 
has included any personal data breaches at subproces-
sors in the data processor’s list of security incidents. 
Checked by way of inspection that all personal data 
breaches recorded at the data processor or the subpro-
cessors have been communicated to the data control-
lers concerned without undue delay after the data pro-
cessor became aware of the personal data breach. 

No exceptions noted. 

I.4 In accordance with the data processing agree-
ment team.blue Denmark will to the extent possi-
ble assist the data controller in filing reports with 
the Danish Data Protection Agency: 

• Nature of the personal data breach 

• Probable consequences of the personal data 
breach 

• Measures taken or proposed to be taken to 
respond to the personal data breach. 

Checked by way of inspection that the procedures in 
place for informing the data controllers in the event of 
any personal data breach include detailed instructions 
for: 

• Describing the nature of the personal data 
breach 

• Describing the probable consequences of the 
personal data breach 

• Describing measures taken or proposed to be 
taken to respond to the personal data breach. 

Checked by way of inspection of documentation that 
the procedures available support that measures are 
taken to respond to the personal data breach. 

No exceptions noted. 
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Dette dokument er underskrevet digitalt via Penneo.com. De underskrevne data er 
valideret vha. den matematiske hashværdi af det originale dokument. Alle 
kryptofrafiske beviser er indlejret i denne PDF for validering i fremtiden.

Dette dokument er forseglet med et kvalificeret elektronisk segl med brug af 
certifikat og tidsstempel fra en kvalificeret tillidstjenesteudbyder.

Sådan kan du verificere, at dokumentet er originalt
Når du åbner dokumentet i Adobe Reader, kan du se, at det er certificeret af 
Penneo A/S. Dette beviser, at indholdet af dokumentet er uændret siden 
underskriftstidspunktet. Bevis for de individuelle underskriveres digitale 
underskrifter er vedhæftet dokumentet.

Du kan verificere de kryptografiske beviser vha. Penneos validator, https://
penneo.com/validator, eller andre valideringstjenester for digitale 
underskrifter

“Med min underskrift bekræfter jeg indholdet og alle datoer i dette dokument.”

Underskrifterne i dette dokument er juridisk bindende. Dokumentet er underskrevet via Penneo™ sikker 
digital underskrift. Underskrivernes identiteter er blevet registreret, og informationerne er listet herunder.

Lotte Bendstrup
MD
På vegne af: team.blue Denmark A/S
Serienummer: lotte.bendstrup@team.blue
IP: 185.25.xxx.xxx
2025-03-05 14:53:05 UTC

Rico Lundager
PRICEWATERHOUSECOOPERS STATSAUTORISERET
REVISIONSPARTNERSELSKAB CVR: 33771231
Senior manager
På vegne af: PricewaterhouseCoopers Statsautoriseret…
Serienummer: 2e75390a-f48a-4123-b26c-3fd3e97823aa
IP: 80.208.xxx.xxx
2025-03-05 15:11:07 UTC

Jesper Parsberg Madsen
PRICEWATERHOUSECOOPERS STATSAUTORISERET
REVISIONSPARTNERSELSKAB CVR: 33771231
Statsautoriseret revisor
På vegne af: PricewaterhouseCoopers Statsautoriseret…
Serienummer: 1845f1c8-669f-42ab-ba7e-8a1f6ea3011e
IP: 87.49.xxx.xxx
2025-03-05 15:15:40 UTC
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                    Erklæring og samtykke
                
                 
                     
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    
                     
                        Jeg accepterer, at  mit fulde navn,  min aktuelle IP-adresse samt  mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    
                     
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    
                     
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform:  https://penneo.com/eula                      
                
                 
                     Dokumenter der underskrives
                     
                         
                             
                                 
                                     
                                
                                 
                                    Jeg underskriver dokumentet " "                                

                                 
                                                                                                             -  
                                            på vegne af    
                                            som  
                                

                                 
                                     
                                        Dokumentnøgle:  
                                    
                                     
                                        Dokumentets kryptografiske   hash-værdi:  
                                    
                                
                            
                        
                    
                
            
        
    


            
        


         txv5PL/xR6spfKaDf2DWW8d7TFLdZ2/FIju1fl+W0bc=   6yZVoC91LRzjn4a/BovxMMsLBMZ7JiWV4vamDSnnB7k= QsQ7ALexPmdnZ+INy/t1J18zgwzh4TjnCd/croykHsfiWOJIaOoNYl5IXzhDDjfllyEe+KDd7o3TVJewG1f0mQJTSwaRtYAZ5CLUnHQ4zIFG407gswwJGHoxpnHDlOeT7SujU5wxMC1O87t7UosM1I/ujP9KhyXSfAcIr8kvuVNzNhDh+5fBN7tY2e1w5SizSFoMJFKdoX4cv3pSQiNjBLAiMnNrQMfa/FjceFVZlyQsdouyT1h7exE9RfMrAvI+OFC/9df/hsOi/s4lvfMRblwqO/MZYzDxQ69Z1H68HNekll8h4mpWgKSeHA3Hy/wcavch+FDwAy+6fFWS0BWYLOcFshpBLmDfbKalxtpsxCQ3PLfFhKW/bmafDjwZmingeiwjpkgOv7M7K+rR2cIKmOtUYEGL/pP+DqOBDHEATMAlBzK/11K7OCx1uYqyucWlgDEtE1C1B0M+UjOyetKh1oI73hLUNgN7ZSIvrGIZ3sx1E0J6SF3Zho+IoZpM89gkH3z0PfnLZ3T2vyRz52L7gKWrBtUkoC8sAJP6SN3qN34Zs+AbR5OfGx63KyoZ3wSGUkMeeryQYfRL13RG7ue0f4cOrMti2G1x0vZuRIygBfZWm6XFIZk4GgMmeIAY+XYZJMPEfVdumvkRbmxu89KBxocrYTyfHzZ/WpiDJ4lXjGg=    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 AQAB  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  MIIFJjCCAtqgAwIBAgIVAItaebvyNDBuMhPPWMpUHWoD1gv6MEEGCSqGSIb3DQEBCjA0oA8wDQYJYIZIAWUDBAIBBQChHDAaBgkqhkiG9w0BAQgwDQYJYIZIAWUDBAIBBQCiAwIBIDBjMQswCQYDVQQGEwJESzETMBEGA1UEBwwKQ29wZW5oYWdlbjETMBEGA1UECgwKUGVubmVvIEFwUzEqMCgGA1UEAwwhUGVubmVvIFByb2R1Y3Rpb24gQ0EgU2lnbiBSb290IGcxMB4XDTI0MDUxMzAwMDAwMFoXDTI2MDUxNDAwMDAwMFowbDEzMDEGA1UEAwwqUGVubmVvIFByb2R1Y3Rpb24gQ0EgU2lnbiBSb290IGcxcjIwMjQwNTE0MRMwEQYDVQQKDApQZW5uZW8gQS9TMRMwEQYDVQQHDApDb3BlbmhhZ2VuMQswCQYDVQQGEwJESzCCASIwDQYJKoZIhvcNAQEBBQADggEPADCCAQoCggEBAJhpPMhARzhjCSRS1XwomI3w2lU0xOj9H1oPVWpp8ys1wgbfhLknnzNpHgKJFyV96KiiCnuIpgoXuZCgQLde+yeTxvA9F3h5sqZcXHuUZulX7fMTPcIN2yhwo2EIPIVBsi0kKny1RDzrIbZBmcMeDsZ8aAGTEFa3GixUyniv5gunPrcJ2r2eFJrvQQDuXprGx4frYEv+bJ61xZTG+EY4iAAolYxF+puYPK8p7fz0p5rGTx57SYaM7i9AVM6vuj3eAaa/2VrsyOh/36r9aG8u8+0yAFO6TMUYvGT1wRMQu2QMu5Bhqa5ZlxABVW/mb/QROVdlfhTdNhCwoWiRP4aZed0CAwEAAaNgMF4wHQYDVR0OBBYEFPUr+bvCzkyvq/tHWr8jyS1e1Mi5MB8GA1UdIwQYMBaAFBihQWn45sZXeUbRfVleqK3YSS5AMA8GA1UdEwQIMAYBAf8CAQAwCwYDVR0PBAQDAgEGMEEGCSqGSIb3DQEBCjA0oA8wDQYJYIZIAWUDBAIBBQChHDAaBgkqhkiG9w0BAQgwDQYJYIZIAWUDBAIBBQCiAwIBIAOCAgEAdtaGO5icaBP9TB/BIAmWH5Xvax1NUyMxEfYAtdHqsCfTy9ERQiNcGDPZ3RLpNwUKNtrm/EmMeThZ1vxMH1SMLLZ6yeRzbH1WFouwF6++qC1In3qb45BCHeVegEyoR88ALGil+1PbYzGVrdqjdjIktCN130lxfZ0uG0Dz5jf3qSxq2blAc1HooL/c5kbdBlUXTRXtV0nkGJz24Ar7G06TcRUYiqLfle9arwtrhmZnLTIced/TJIOkZ2jOOrWnfRut2emh2mIrRB8huz0BoW5R1dkDmJEZMEoXRFKpYeaooq4cGt+GHjX3HDrBZK+ll8FXjIXVMueGVnWVlEHQzccH0I5ps/BkgowIMQw17cxbvVQz2Yg3lT70vg1c9IZO0eEtsTudwj7xZw42AGUOVT8cydrlOSQzeUQNql4YUkWXF5yVZrNvTepMkAfvlLvvnHL4gaC8uWYJDogxHZLm5wK3aVaIN8DgTT5ocVgdSJoMXwEnVMy+kq6DlJ9H3upTDujMrtbfTu5HazZHzuGtxM1QM28sVpYLz5kSdIzlf2L6LSh4xHoNgVD8yTqWzb1ZfSUXhkoXf2o0GXPlu/hp8HyZSdBIQx58rUcd+8FclNTTs/eolXgGLWFiK9kWwA9NwjQWacTK4POhZhRPuLELrHtIF+Mr+mxyb9ml9oKKYS0TkAM=  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     2025-03-05T15:15:36.720Z     npZKfZWhDegsit5dISsUnT0HoTZF8SG0TO3UWqVN5RY=  CN=Penneo Production CA Sign Root g1r20240514, O=Penneo A/S, L=Copenhagen, C=DK 141401072880108181825900105966657776652703758056     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


 
             
                 
             
             team.blue Denmark ISAE 3402 report, type 2 2024
             0F81S-NJ8TE-UG84S-T5X8M-UOXYZ-46GKM
             SHA-256
             1f5834abda53f2ca7baf6968aa137988b01efb4400fd560db2cd9b232bb19042
             
                                     
                                                     PricewaterhouseCoopers Statsautoriseret Revisionspartnerselskab
                                                                             Statsautoriseret revisor
                                            
                            
        
             
             Team.blue Denmark ISAE 3000 report, type 2 2024
             PHK16-0DQYJ-8ZS0Z-7UHUC-UYB7V-KY81V
             SHA-256
             f360208bebdb6f5f9319f054bcbdd8311b72dec3bdaf30301f8b353c28c96ad7
             
                                     
                                                     PricewaterhouseCoopers Statsautoriseret Revisionspartnerselskab
                                                                             Statsautoriseret revisor
                                            
                            
        
    

            
             
                 
     
     
         
             
                 
                    body {
                        color: #222222;
                        font-size: 12px;
                        padding: 0px;
                        margin: 0px;
                        font-family: 'Helvetica', 'Arial', sans-serif;
                    }
                    
                    div {
                        margin: 0;
                        padding: 0;
                    }
                    
                    .signing-box-section {
                        padding: 2px 0;
                        margin: 2px 0;
                        margin-top: 0;
                        border-top: 1px solid #cccccc;
                    }
                    
                    .signing-box-title {
                        font-size: 14px;
                        font-weight: bold;
                        padding: 10px 10px;
                    }
                    
                    .signing-box-subtitle {
                        font-size: 12px;
                        font-weight: bold;
                        padding: 5px 10px;
                    }
                    
                    .signing-box-list-item .signing-box-subtitle {
                        padding: 5px 0px;
                    }

                    .signing-box-text {
                        font-size: 11px;
                        padding: 5px 10px;
                    }
                    
                    .signing-box-small {
                        color: #666666;
                        font-size: 9px;
                        padding: 5px 0;
                        padding-top: 10px;
                    }
                    
                    .signing-box-list {
                        padding: 0;
                        margin: 0;
                    }
                    
                    .signing-box-list-item {
                        padding: 10px;
                        margin: 5px 0px;
                        font-size: 11px;
                        background: #F3F3F3;
                    }
                
            
             
                 
                    Erklæring og samtykke
                
                 
                     
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    
                     
                        Jeg accepterer, at  mit fulde navn,  min aktuelle IP-adresse samt  mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    
                     
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    
                     
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform:  https://penneo.com/eula                      
                
                 
                     Dokumenter der underskrives
                     
                         
                             
                                 
                                     
                                
                                 
                                    Jeg underskriver dokumentet " "                                

                                 
                                                                                                             -  
                                            på vegne af    
                                            som  
                                

                                 
                                     
                                        Dokumentnøgle:  
                                    
                                     
                                        Dokumentets kryptografiske   hash-værdi:  
                                    
                                
                            
                        
                    
                
            
        
    


            
        


{"documentKey":"PHK16-0DQYJ-8ZS0Z-7UHUC-UYB7V-KY81V","version":"1.2","signatures":[{"signTime":"2025-03-05T15:11:07Z","ip":"80.208.xxx.xxx","signedDataFile":"3fd3b4a18198e878.xml","signerSerial":"2e75390a-f48a-4123-b26c-3fd3e97823aa","type":"penneo","signerName":"Rico Lundager","subtype":"mitid.dk","organization":{"identifier":"33771231","name":"PRICEWATERHOUSECOOPERS STATSAUTORISERET REVISIONSPARTNERSELSKAB","identifierType":"CVR"},"signatureLines":[{"role":"senior manager","onBehalfOf":"PricewaterhouseCoopers Statsautoriseret\u2026"}],"dataFile":"3fe6537a05e566d0.xml","validations":[],"nationalIdentity":null,"documentsDigestEntries":[{"digest":"1f5834abda53f2ca7baf6968aa137988b01efb4400fd560db2cd9b232bb19042","key":"0F81S-NJ8TE-UG84S-T5X8M-UOXYZ-46GKM","algorithm":"SHA-256"},{"digest":"f360208bebdb6f5f9319f054bcbdd8311b72dec3bdaf30301f8b353c28c96ad7","key":"PHK16-0DQYJ-8ZS0Z-7UHUC-UYB7V-KY81V","algorithm":"SHA-256"}]},{"signTime":"2025-03-05T15:15:40Z","ip":"87.49.xxx.xxx","signedDataFile":"3fe63308559f5388.xml","signerSerial":"1845f1c8-669f-42ab-ba7e-8a1f6ea3011e","type":"penneo","signerName":"Jesper Parsberg Madsen","subtype":"mitid.dk","organization":{"identifier":"33771231","name":"PRICEWATERHOUSECOOPERS STATSAUTORISERET REVISIONSPARTNERSELSKAB","identifierType":"CVR"},"signatureLines":[{"role":"Statsautoriseret revisor","onBehalfOf":"PricewaterhouseCoopers Statsautoriseret\u2026"}],"dataFile":"3fdaa920991be29c.xml","validations":[],"nationalIdentity":null,"documentsDigestEntries":[{"digest":"1f5834abda53f2ca7baf6968aa137988b01efb4400fd560db2cd9b232bb19042","key":"0F81S-NJ8TE-UG84S-T5X8M-UOXYZ-46GKM","algorithm":"SHA-256"},{"digest":"f360208bebdb6f5f9319f054bcbdd8311b72dec3bdaf30301f8b353c28c96ad7","key":"PHK16-0DQYJ-8ZS0Z-7UHUC-UYB7V-KY81V","algorithm":"SHA-256"}]}]}


 ========================= ======================== ================= ================================================================================================== 
  Time                      Name                     IP                Activity                                                                                          
 ========================= ======================== ================= ================================================================================================== 
  2025-03-05 13:59:55 UTC   Rico Lundager            83.136.xxx.xxx    The document was created                                                                          
  2025-03-05 14:20:37 UTC   Rico Lundager            83.136.xxx.xxx    A signing link was activated for "Lotte Bendstrup"                                                
  2025-03-05 14:20:37 UTC   Rico Lundager            83.136.xxx.xxx    A signing link was activated for "Rico Lundager"                                                  
  2025-03-05 14:20:37 UTC   Rico Lundager            83.136.xxx.xxx    A signing link was activated for "Jesper Parsberg Madsen"                                         
  2025-03-05 14:20:38 UTC   Rico Lundager            xxx.xxx.xxx.xxx   A signing request email was sent to "Lotte Bendstrup" at "lotte.bendstrup@team.blue"              
  2025-03-05 14:51:51 UTC   Lotte Bendstrup          185.25.xxx.xxx    The document was viewed by the signer                                                             
  2025-03-05 14:51:52 UTC   Lotte Bendstrup          185.25.xxx.xxx    The document was viewed by the signer                                                             
  2025-03-05 14:51:57 UTC   Penneo system            185.25.xxx.xxx    The document was viewed                                                                           
  2025-03-05 14:52:40 UTC   Lotte Bendstrup          185.25.xxx.xxx    The document was viewed by the signer                                                             
  2025-03-05 14:52:44 UTC   Penneo system            185.25.xxx.xxx    The document was viewed                                                                           
  2025-03-05 14:52:45 UTC   Lotte Bendstrup          185.25.xxx.xxx    The document was viewed by the signer                                                             
  2025-03-05 14:53:05 UTC   Lotte Bendstrup          185.25.xxx.xxx    The signer signed the document as MD, MD                                                          
  2025-03-05 14:54:24 UTC   Rico Lundager            xxx.xxx.xxx.xxx   A signing request email was sent to "Rico Lundager" at "rico.lundager@pwc.com"                    
  2025-03-05 14:54:24 UTC   Rico Lundager            xxx.xxx.xxx.xxx   A signing request email was sent to "Jesper Parsberg Madsen" at "jesper.parsberg.madsen@pwc.com"  
  2025-03-05 15:10:14 UTC   Rico Lundager            172.225.xxx.xxx   The signing request email was opened by the signer                                                
  2025-03-05 15:10:21 UTC   Rico Lundager            80.208.xxx.xxx    The document was viewed by the signer                                                             
  2025-03-05 15:10:32 UTC   Penneo system            80.208.xxx.xxx    The document was viewed                                                                           
  2025-03-05 15:10:59 UTC   Rico Lundager            80.208.xxx.xxx    The document was viewed by the signer                                                             
  2025-03-05 15:11:00 UTC   Penneo system            80.208.xxx.xxx    The document was viewed                                                                           
  2025-03-05 15:11:07 UTC   Rico Lundager            80.208.xxx.xxx    The signer signed the document as senior manager, senior manager                                  
  2025-03-05 15:14:57 UTC   Jesper Parsberg Madsen   66.102.xxx.xxx    The signing request email was opened by the signer                                                
  2025-03-05 15:14:58 UTC   Jesper Parsberg Madsen   87.49.xxx.xxx     The document was viewed by the signer                                                             
  2025-03-05 15:15:00 UTC   Penneo system            87.49.xxx.xxx     The document was viewed                                                                           
  2025-03-05 15:15:33 UTC   Jesper Parsberg Madsen   87.49.xxx.xxx     The document was viewed by the signer                                                             
  2025-03-05 15:15:34 UTC   Penneo system            87.49.xxx.xxx     The document was viewed                                                                           
  2025-03-05 15:15:40 UTC   Penneo system            87.49.xxx.xxx     The document signing process was completed                                                        
  2025-03-05 15:15:40 UTC   Jesper Parsberg Madsen   87.49.xxx.xxx     The signer signed the document as Statsautoriseret revisor, Statsautoriseret revisor              
 ========================= ======================== ================= ================================================================================================== 


		2025-03-05T15:15:40+0000
	Original document certified by Penneo




